
Recommendation 
It is recommended that the Board of County Commissioners (Board) approve a competitive contract 
award, to the highest responsive and responsible proposer for Contract No. RFP-01474, Biometrically 
Enabled Common Use Passenger Processing Solution to SITA Information Networking Computing USA, 
Inc. for the Miami-Dade Aviation Department in the amount of $9,143,650 for a seven-year term. The 
contract will provide the County with increased operational efficiency for the airport and its airlines by 
using biometric technologies that have facial recognition functionalities. There is no existing or previous 
County contract for these services.   

The County received six responses to the solicitation, of which three have local addresses.  Although 
responsiveness issues were identified in five of the six proposals, the County Attorney’s Office ultimately 
deemed the five proposals responsive. The recommended proposer has a local address. The Small 
Business Enterprise measures do not apply as none of the certified SBE’s were able to meet the project 
requirements.   

To encourage vendor participation, prior to the advertisement, firms identified through market research 
were contacted to survey if they were able to provide the services required for this turn-key project.  In 
addition, the scope of work was posted on the County’s Future Solicitations website for the vendor 
community to preview the upcoming contract opportunity. 

Background 
On October 9, 2020, the Strategic Procurement Division of the Internal Services Department issued a 
competitive Request for Proposals (RFP), on behalf of the Aviation Department, to obtain proposals from 
qualified and experienced firms to enter into a non-exclusive agreement to provide a Biometric 
Passenger Processing Solution (BPPS).  

The contract provides for a BPPS that will be installed at each of the domestic and international gates 
at Miami International Airport (MIA). The BPPS will interface with the Common Use Passenger 
Processing System (CUPPS)/Common Use Terminal Equipment (CUTE), US Customs & Border 
Protection’s (CBP) Traveler Verification System (TVS), and airline systems installed throughout MIA.  
The contract will be a turnkey solution and will include software licenses, hardware, implementation, 
configuration, testing, planning, documentation, warranty and training, as well as maintenance and 
support services. The BPPS will service departing passengers on international flights, providing all 
functions related to passenger boarding and biometrics. SITA has extensive global expertise in the 
implementation and support of airport solutions and systems on common use platforms, as well as the 
knowledge and experience of working with airlines in the integration, onboarding, and operation of these 
solutions.  

Scope 
Miami International Airport is located within District 6, which is represented by Commissioner Rebeca 
Sosa; however, the scope of this item is countywide in nature.  

Fiscal Impact/Funding Source 
The fiscal impact for the seven-year term is $9,143,650.  There is no existing or previous County contract 
for these services. 

Date: 

To: Honorable Chairman Jose “Pepe” Diaz 
  and Members, Board of County Commissioners 

From: Daniella Levine Cava 
Mayor 

Subject: Recommendation for Approval to Award Biometrically Enabled Common Use 
Passenger Processing Solution 

May 3, 2022
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Department Allocation Funding Source Contract Manager 

Aviation $9,143,650 Proprietary Maurice Jenkins 

Total: $9,143,650 

Track Record/Monitor 
Lydia Osborne of the Internal Services Department is the Strategic Procurement Division Director. 

Delegated Authority 
If this item is approved, the County Mayor or County Mayor’s designee will have the authority to exercise 
all provisions of the contract, including any cancellation or extension provisions, pursuant to Section 2-
8.1 of the County Code and Implementing Order 3-38.   

Vendor Recommended for Award 
A Request for Proposals was issued under full and open competition.  Six proposals were received in 
response to the solicitation. A total of 7,138 vendors were notified, of which 95 viewed the notification. 

Vendor  Principal Address Local Address* 

Number of 
Employee 
Residents Principal 

1) Miami-Dade
2) Percentage*

SITA Information 
Networking Computing 
USA, Inc. 

3100 Cumberland 
Boulevard 
Atlanta, GA 

8333 NW 53 Street 
Doral, FL 

19 
Diana Einterz 

0.44% 

*Provided pursuant to Resolution No. R-1011-15.  Percentage of employee residents is the percentage
of vendor’s employees who reside in Miami-Dade County as compared to the vendor’s total workforce.

Vendors Not Recommended for Award 
Vendor Local Address Reason for Not Recommending 

Materna IPS USA Corp. No 

Evaluation Scores/Ranking 

PRE, LLC d/b/a Pangiam No 

SAFEsky, Inc. No 

Secured Technologies, Inc. Yes 

Vision-Box Systems, Inc. Yes 

Due Diligence 
Pursuant to Resolution No. R-187-12, due diligence was conducted in accordance with the Internal 
Services Department’s Procurement Guidelines to determine vendor responsibility, including verifying 
corporate status and that there are no performance and compliance issues through various vendor 
responsibility lists and a keyword internet search.  The lists that were referenced included convicted 
vendors, debarred vendors, delinquent contractors, suspended vendors, and federal excluded 
parties.  There were no adverse findings relating to vendor responsibility. 

Applicable Ordinances and Contract Measures 

• The two percent User Access Program provision does not apply.

• The Small Business Enterprise measures do not apply as none of the certified SBE’s were able to
meet the project requirements.

• Local Preference was applied.

• The Living Wage does not apply as the services are not covered under the Ordinance.

__________________________ 
Jimmy Morales 
Chief Operations Officer 2



COUNTY ATTORNEY 

MIAMI-DADE COUNTY, FLORIDA 

David M. Murray 

Assistant County Attorney 

dmmurray@miami-airport.com 

AVIATION DEPARTMENT 

P.O. BOX 025504 
MIAMI, FLORIDA  33102-5504 

Phone:  (305) 876-7040 
Fax:      (305) 876-7294 

MEMORANDUM 

TO: Hendry Lopez 
Procurement Contracting Officer 
Internal Services Department  

FROM: David M. Murray 
Assistant County Attorney 

DATE:  August 11, 2021 

SUBJECT: Responsiveness Opinion - RFP-01474 
Biometrically Enable Common Use Passenger Processing Solution 

This memorandum supersedes and replaces the memorandum dated March 25th, 2021, issued by 
this office in this matter.  In that prior memorandum, you asked whether Materna IPS USA, 

Corp., Safesky, Inc., and SITA Information Networking Computing USA, Inc. were responsive, 
as none submitted information regarding their integration costs; the price form, as altered in 
Addendum 3, asked proposers to supply costs for integration.  Notwithstanding, howevever, 
Addendum 3 also altered the sections of the RFP related to price evaluation, and provided that:  

The price proposal (excluding the cost of integration/interfacing with all systems) will be 
evaluated subjectively in combination with the technical proposal, product demonstration 
and oral presentation, including an evaluation of how well it matches Proposer’s 

understanding of the County’s needs described in this Solicitation, the Proposer’s 
assumptions, and the value of the proposed services. The pricing evaluation is used as 
part of the evaluation process to determine the highest ranked Proposer. The County 
reserves the right to negotiate the final terms, conditions and pricing of the contract as 

may be in the best interest of the County. 

As the solicitation expressly stated that integration costs will not be evaluated, the omission of 
this information by the three above proposers is a non-material devation and can be waived.  

see Robinson Electric v. Dade County, 417 So.2d 1032 (Fla. 3rd DCA 1982) (“we hold that the 
purpose of competitive bidding is to secure the lowest responsible offer and that the County may 
waive minor irregularities in effectuating that purpose”).  Accordingly, Materna IPS USA, Corp., 
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Safesky, Inc., and SITA Information Networking Computing USA, Inc are responsive and may 
be considered for award. 

You have additionally asked whether or not firms may, after proposals have been opened but 

prior to ranking, substitute key personnel.  Key personnel is an express evaluated criteria of the 
RFP, see Section 4.2 of the Solicitation.  Allowing a bidder to supplement their proposal with 
new or additional key personnel, after proposals are open and public, would provide a bidder 
with a competitive advantage and is therefore impermissible.1  See Patock Construction v. New 

Jersey Schools Development Authority, 2014 WL 85300 (N.J. Superior. Ct., App Div., 2014); 
Conley and Associates v. U.S., 142 Ct. Cl. 177 (2019) citing Fulcra Worldwide, LLC v. United 
States, 97 Fed.Cl. 523, 540 (2011).  These bids must be evaluated as presented, and the Selection 
Committee should be advised to disregard the qualifications of team members who the County 

knows are no longer part of the relevant team. 

1 Note that a proposer providing additional factual information regarding that proposer, at oral presentations or 
before, is materially different than a proposer seeking to add additional features, personnel, or an altered 
approach.  The County may always consider additional factual information regarding a proposer which exists 
independent of the particular bid at issue.  
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Honorable Chairman Jose "Pepe" Diaz 
and Members, Board of County Commissioners

County Attorney

May 3, 2022
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Approved       Mayor Agenda Item No. 8(F)(2)
5-3-22 Veto __________ 

Override __________ 

RESOLUTION NO. ________________________ 

RESOLUTION APPROVING AWARD OF CONTRACT NO. 

RFP-01474 TO SITA INFORMATION NETWORKING 

COMPUTING USA, INC. FOR THE PURCHASE OF 

BIOMETRICALLY ENABLED COMMON USE PASSENGER 

PROCESSING SOLUTION  FOR THE MIAMI-DADE 

AVIATION DEPARTMENT IN A TOTAL AMOUNT NOT TO 

EXCEED $9,143,650.00 FOR THE SEVEN-YEAR TERM; AND 

AUTHORIZING THE COUNTY MAYOR OR COUNTY 

MAYOR’S DESIGNEE TO EXECUTE SAME FOR AND ON 

BEHALF OF MIAMI-DADE COUNTY AND TO EXERCISE 

ALL PROVISIONS OF THE CONTRACT, INCLUDING ANY 

CANCELLATION OR EXTENSION PROVISIONS, PURSUANT 

TO SECTION 2-8.1 OF THE CODE OF MIAMI-DADE 

COUNTY, FLORIDA AND IMPLEMENTING ORDER 3-38 

WHEREAS, this Board desires to accomplish the purposes outlined in the accompanying 

memorandum, a copy of which is incorporated herein by reference, 

NOW, THEREFORE, BE IT RESOLVED BY THE BOARD OF COUNTY 

COMMISSIONERS OF MIAMI-DADE COUNTY, FLORIDA, that this Board approves 

award of Contract No. RFP-01474 to Sita Information Networking Computing USA, Inc., in 

substantially the form attached and made a part hereof, for the purchase of Biometrically Enabled 

Common Use Passenger Processing Solution  for the Miami-Dade Aviation Department in a total 

amount not to exceed $9,143,650.00 for the seven-year term; and authorizes the County Mayor or 

County Mayor’s designee to execute same for and on behalf of Miami-Dade County and to 

exercise all provisions of the contract, including any cancellation or extension provisions, pursuant 

to 2-8.1 of the Code of Miami-Dade County and Implementing Order 3-38. 
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The foregoing resolution was offered by Commissioner , 

who moved its adoption.  The motion was seconded by Commissioner         

and upon being put to a vote, the vote was as follows:  

Jose “Pepe” Diaz, Chairman 

Oliver G. Gilbert, III, Vice-Chairman 

Sen. René García Keon Hardemon 

Sally A. Heyman Danielle Cohen Higgins 

Eileen Higgins Joe A. Martinez 

Kionne L. McGhee Jean Monestime 

Raquel A. Regalado Rebeca Sosa 

Sen. Javier D. Souto 

The Chairperson thereupon declared this resolution duly passed and adopted this 3rd day of 

May, 2022.  This resolution shall become effective upon the earlier of (1) 10 days after the date of 

its adoption unless vetoed by the County Mayor, and if vetoed, shall become effective only upon 

an override by this Board, or (2) approval by the County Mayor of this resolution and the filing of 

this approval with the Clerk of the Board. 

MIAMI-DADE COUNTY, FLORIDA 

BY ITS BOARD OF 

COUNTY COMMISSIONERS 

HARVEY RUVIN, CLERK 

By:________________________ 

      Deputy Clerk 

Approved by County Attorney as 

to form and legal sufficiency.  _______ 

David M. Murray 
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APPENDIX A – SCOPE OF SERVICES 

SECTION 1. BACKGROUND 

The SmartPath software, offered as part of the Solution, is designed for the U.S Customs and Border 
Protection (“CBP”) Biometric Air Exit Program (the “CBP Biometric Exit Program”) whereby CBP 
offers identity as a service to business sponsors, pursuant to its Business Requirements (“BRD”) 
issued by CBP.  The CBP Biometric Exit Program utilizes a biometric image captured immediately 
prior to boarding and sends such to CBP’s Traveler Verification Service (“TVS”).  TVS uses facial 
comparison technology to match the photo of travelers who are departing from the United States to 
an international destination and who not elected to opt-out and have therefore consented to the 
biometric process, returning a green light at the gate to confirm a match, or a red light, which requires 
the airline to perform manual boarding and review of identification documents.  

The Solution will be integrated into the County’s common‐use platform to create a low-touch 
experience through the combination of biometrics, airline systems integration, and self‐service 
technologies. Passengers at the departure gate may move through international boarding without the 
need for manual document‐checks, queuing, or physical contact.  As further detailed in the Additional 
Alternatives Section below, the County may elect to expand the Solution to support domestic travel 
using an enrollment model (which could include, mobile, agent assisted, and kiosk enrollment) and 
to provide for additional biometric validation touchpoints such as bag drop, checkpoint and lounge 
entries, duty-free and boarding gates to work towards the provision of a curb‐to‐gate experience.  

Under the terms and definitions in the BRD, the County is the business sponsor (“Business Sponsor”), 
and Contractor is the “System Integrator”.    

Capitalized terms not otherwise defined herein have the same meaning as defined in the Agreement. 

SECTION 2. THE SOLUTION FOR THE CBP BIOMETRIC EXIT PROGRAM 

The Solution base scope is an implementation of the Contractor’s Smart Path infrastructure 
configured for the CBP Biometric Exit Program pursuant to the BRD as follows.   

A. Solution Functionality

Smart Path will interface with the County’s CUTE/CUPPS Systems at the boarding gate where a 
boarding pass is typically scanned to enable functionality of the CBP Biometric Exit Program. 

The key systems and equipment and the corresponding roles in the process are as follows: 

1. TVS - Information collected during the airline check‐in progress, is used by the CBP
to construct the TVS gallery for each flight, which correlates the provided biographic
data with the corresponding biometric data already on file through IDENT and other
Department of Homeland Security systems. This includes photos for all travelers from
passport or visa applications as well as previous border crossings and the use of
Automated Passport Control, Mobile Passport Control, or physical border control
stations. This ‘portrait gallery’ is constructed for each flight and published to the TVS
six (6) hours prior to scheduled departure. The information is continually refreshed as
passengers check in, risk assessments are completed, and data is reconciled and
correlated.

2. Airline Departure Control System (DCS) - At the various airline touchpoints (check‐
in counter, kiosk, bag‐ drop, boarding gate), the airline uses its DCS to confirm traveler
boarding status, seat assignments, selectee‐status, and document‐verification status.
Using the indicators provided by the Transportation Security Administration and CBP,52



the airline gate agent is alerted to verify traveler documents, helping to ensure data is 
entered correctly and ensuring that any errors made during the traveler booking or 
check‐in process have been resolved (typos, misspelling, wrong DOB, incorrect 
passport number, etc.). As data corrections are made, updates are sent to CBP and 
the TVS and the information is repopulated in 10‐minute intervals, ensuring minimal 
latency or gap in time, giving all stakeholders access to accurate data in real‐time. 
The DCS is under the sole control of the airline.   

3. Smart Path Hub – The Contractor’s Smart Path Hub server is the central gateway
relaying biometric verification requests from each biometric endpoint device to CBP’s
TVS and match results from TVS to each biometric endpoint device. This central
service also provides centralized reporting and manages access to TVS by the
endpoint devices. Endpoint devices supported by Smart Path Hub include self‐service
kiosk, agent‐managed Desk Pods or tablets, workstations, self‐service bag‐drop, e‐
gates, and FacePods.  For the Solution, FacePods and Biometric Self-Service
Boarding Gates (SBG) will be implemented.

4. FacePods – the FacePod will either: a) provide biometric verification through one of
two configurations: integration with the Self Boarding Gate (SBG) or integration with a
biometric Boarding Gate Reader (BGR), both of which will interface with the airline
DCS authorization functions to enable biometric boarding, or b) act as a standard BGR
for airlines that are not participating the CBP Biometric Exit Program or for US
domestic flights.

5. SBG - SBG are electronic gates that will be installed to operate with the FacePods
and open to allow the passenger to board the flight if the approval has been received
from TVS and the airline, or, from the airline in the case of manual boarding and will
have the capability to be installed in a single or multiple-lane configuration neatly
adjacent to the boarding podium or desk.

B. Three Modes of Operation:

The Solution will support 3 modes of operation: 

1. Biometric Mode - Commonly referred as to the 1‐step boarding process, whereby the
FacePod captures the passenger’s facial image and sends image to CBP TVS. If TVS
confirms a match, a UID will be received from TVS and it will be sent directly to the
airline’s boarding application and then to the DCS and the SBG will open, enabling the
passenger to board. To use the 1‐step process, the airline’s boarding application and
DCS must be modified to accept the UID in lieu of the traditional IATA Res 792
boarding pass barcode data.

2. Hybrid Mode - For airlines whose boarding application and/or DCS cannot support
the UID data format, the Solution’s FacePod prompts the passenger to scan their
boarding pass using a built‐in barcode scanner. While the boarding pass is being
scanned, the passenger’s facial image is captured and sent to TVS immediately after
the boarding pass is scanned. If the UID is received from TVS, the FacePod will send
the scanned boarding pass data to the airline’s boarding application.

3. BGR Mode - For airlines that choose not to participate in TVS or for US domestic
flights, the FacePod and/or SBG operates as a standard BGR (non‐biometric process)
where only the passenger’s barcoded boarding pass is scanned.

Each participating airline will be configured in one of the three ways listed above.  Should the airline’s 
DCS not support the 1-step Biometric Mode, Contractor will automatically setup the airline in Hybrid 
Mode.  

For American Airlines (“AA”) specifically: When integrated with AA’s proprietary system at their 
dedicated gates, the Solution sends the UID via AA’s web services communications channel. The bill 
of materials for this implementation is included in this contract as described in Section 12. 53
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D. BIOMETRIC SELF-BOARDING GATES (SBG) 

Contractor will provide a SBG to be located at boarding gates designated by the County and will 
provide integration of the SBG into the CUTE/CUPPS system as a serial peripheral in compliance 
with the common use peripheral and IATA Technical peripheral specifications. Additionally, 
Contractor will provide integration of the FacePod camera and SBG for the capturing and processing 
of facial images.  

 The SBG equipment will be integrated with a 2D barcode boarding pass reader and is 
connected to the airport IT infrastructure and common use system to update the airline 
passenger manifest as the passenger proceeds to board the aircraft if the boarding pass is 
scanned. 

 The Contractor will provide multi‐lane gate configurations, including one of the lanes as an 
ADA‐compliant lane for passengers in wheelchairs at 900mm‐wide.  All other lanes will be 
700mm wide. 

 SBG will have the capability to be installed in a single or multiple-lane configuration neatly 
adjacent to the boarding podium or desk.  

 The passenger interface and gate usage shall have common AEA protocol for SBG devices 
to guide passengers.  

The Contractor shall include a mounting base for each SBG lane which allows for a quicker installation 
without the need for drilling, coring, or bolting to the floor. The mounting bases shall be removable 
should the County wish to bolt the units to the floor at the County’s sole discretion and expense. In 
such case, County to provide all necessary labor, tools, drilling, coring, etc. to bolt the units to the 
floor, including any patching or repair work required. 

E. PAXCONTROL SERVER 

The PaxControl server shall provide a centrally accessible means of configuring each FacePod BGR 
and SBG, thereby saving time during the initial installation of each device and any subsequent 
configuration changes required for new and existing airline users. 

A. PaxControl shall support the following functions: 
1. Centralized application upgrades of each FacePod BGR 
2. Agent control functions via a web page on the Contractor’s CUTE workstation, 

such as manually changing the operational mode of the FacePod BGR if 
biometric boarding is not possible due to an outage of CBP’s TVS 

3. Statistics such as the number of passengers boarded and the DCS response to 
each boarding request 

 
B. Client Monitor 

The system shows all FacePod BGRs and the current operational mode of each FacePod 
BGR, as well as device problems. Additionally, each icon can be selected, and the 
operating mode of the gate can be set. The following operating modes are supported: 

1. Biometric (One‐Step; facial image capture only) 
2. Hybrid (Two‐Step; boarding pass scan followed by facial image capture) 
3. Bypass (BGR; boarding pass scan only) 
 
 
 

C. GateControl Application 
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 The GateControl application (the FacePod BGR and SBG “platform” application) will 
provide the BGR interface to the airline boarding applications and the respective DCSs 
via the CUTE workstation. All the parameters of the GateControl will either be configured 
locally within the GateControl configuration GUI; alternatively, with the PaxControl server, 
the parameter will be centrally configured via PaxControl client configuration profiles on 
the server. If server‐side profiles exist and are assigned to a gate, GateControl will load 
such profile information from the server and automatically apply it locally.  Subject to 
additional integration work and costs, the GateControl’s multi‐platform interface design 
may be enabled to connect the FacePod BGR directly to airline dedicated workstations.  

 Configuration features for GateControl include: 

1. Images, animations, and videos used on the display for passenger

instruction;

2. Overlaying text used on the display for passenger instruction;

3. Beeper and LED configuration; and

4. Timeout parameters (e.g., alarm times, etc.).

F. THIRD-PARTY SOFTWARE

As part of the Solution, Contractor will procure licenses from the relevant third parties, solely for the 
use of the County for the term of the Agreement, as follows: 

 Facial capture
 Facial matching (not required when using US CBP’s TVS for biometric verification).

Required for local enrollment and verification.
 Boarding Gate Reader (BGR) emulation for integration with airline DCSs.
 O/S, antivirus, and other off-the shelf 3rd party server software and licenses as needed with

County’s approval.

SECTION 3. REPORTING 

For non‐biometric boarding, each boarding pass scanned on a FacePod BGR or SBG is recorded in 
a database. The parsed barcode data is stored in individual fields together with the timestamp, 
scanning position and evaluation result. Based on that information, a set of standard reports are 
available, described below. Similarly, for biometric boarding, each transaction is recorded in a 
database, including the UID, flight number, and departure date. In both cases, personally identifiable 
information such as the passenger’s name is not stored.  Incident management reports are generated 
through the Contractor’s incident management platform to track incidents, response and resolution 
times and service levels. 

A. Passenger Count Report:

Based on a given time frame, the number of passengers can be shown on a report, based on grouping 
criteria such as destination, airline, check‐in source, gate, weekday, travel class, gender, barcode 
type, etc.  

B. Throughput report (with graphical view of passengers per hour)

Reports how many passengers are processed per selectable time period at selectable checkpoints, 
terminals etc. 

C. Detailed boarding process information:
56



57



58



touchscreen.  Never apply 
cleaner directly to the screen. 

Barcode scanner Contractor to clean the glass Clean the glass with 
household glass cleaner (non-
corrosive) and a clean, soft 
cloth. Clean the surface with a 
dampened cloth. Never apply 
cleaner directly to the scanner. 

Daily 

Fans (CPU, 
power supply) 

Contractor to perform visual 
check 

Check for operation of all fans. 
Clean dirt from fans and 
exhaust holes using 
compressed air or micro 
vacuum. Repair/replace fans 
as necessary. 

At time of service 
call or every 6 
months. 

  

In addition to the items above, the Contractor will provide ongoing support to the Solution with the 
following: 

 Updates to support new releases of US CBP’s TVS interfaces 
 Software, patch releases, antivirus, airline application updates 

  
B. Local and Remote Access and Diagnostic Tools 

In addition to Contractor’s on-site operations and maintenance services, Contractor will perform 
service using remote access and diagnostic tools. Such remote access will be used to perform the 
following:  

1. Solution Infrastructure – Software release management. Software is provided, managed, 
and administered by Contractor as a turn‐key service, to include the following: 

a. Software releases and updates, patches/bug fixes 
i. The Contractor shall provide software releases and updates as part of the 

turn‐key maintenance and support Solution, during an agreed period with the 
County. 

ii. All operating system and antivirus patches are included in this solution. 
Certain software upgrades may be included at no additional charge, 
assuming the hardware components are compatible with the software 
upgrade required specification. 

iii. AntiVirus Updates. 
iv. End‐User Application & System Platform Updates 
v. Operating system updates and patches: WSUS (Windows Server Update 

Services) provides a software update service, including patches and hotfixes, 
for Microsoft Windows operating systems. At the Contractor’s Flex/Smart 
Path sites, a WSUS Child Console is set up on a Flex Usage Server. 
Thereafter, whenever Microsoft releases a Windows update, the Contractor’s 
headquarters will download and review the update, and if it is deemed 
necessary and critical (and tested safe) to the Contractor Flex system, it is 
copied onto the Contractor Data Center WSUS Parent Update Server from 
where it is then relayed across the Contractor’s WAN to WSUS child console 
located at the Airport. Having a local AV GUP and a local WSUS child 
console minimizes WAN bandwidth usage as virus definition and Microsoft 
patches are downloaded to the airport once. This also allows the Contractor 
to control the release of patches and hold them until they are tested and 
certified for the platform. 
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SECTION 7. IMPLEMENTATION REQUIREMENTS, AND DEPENDENCIES 

Implementation Requirements and Dependencies 

A. Requirements. The County will determine which airlines (existing and future using the
Contractor’s CUTE/CUPPS) will be using the Solution as outlined below. The County will be
responsible for providing the Solution to the participating airlines and, if not in place already
with Contractor, for obtaining agreements to use the Solution in accordance with the BRDs
and this Agreement.  Contractor will provide training to the participating airlines’ staff. Once
participating airlines have been determined,

Contractor recommends County to start infrastructure preparation for cabling, millwork etc.
to be ready in advance to gate and facepod arrival

1) Phase 1 - covers the previously trialed airlines (AF, LH, VS, UA) at existing Biometric Gates
where AF, LH, and VS operate.
a) FacePods will be added for gates which UA uses for international flights, if applicable.
b) All airlines in Phase 1 will be tested and activated before waiting arrival of new gates and

FacePods. This will FastTrack the project and enable airlines to make biometric boarding.

2) Phase 2 - scope will be agreed by the County and the Contractor.  County will provide the list of
gates to be part of Phase2.  Contractor will install SBG at concourse J and H international gates
and Facepods at concourse H international gates. Airlines at concourse H and J will be tested
and activated to use biometrics solution.

3) Phase 3 - scope will be agreed by the County and the Contractor.  I  County will provide the list
of gates to be part of Phase3.  Contractor will install SBG and Facepods at concourse D,
Airlines at concourse  D will be tested and activated to use biometrics solution.

4) Phase 4 - Scope will be agreed by the County and the Contractor. County will provide the list of
gates to be part of Phase 4  Contractor will install SBG and Facepods at concourse E,F,G and
H. Airlines at concourse E,F,G and H will be tested and activated to use biometrics solution.

B. Dependencies. The Solution is dependent on the virtualized infrastructure that is deployed
as part of CUTE/CUPPS System.  As part of the Solution, Contractor to provide additional
licenses for adding Microsoft SQL, Operating System, and Antivirus software licenses to
support the new Smart Path virtual environments.

Additional dependencies are as follows:

1. Network and power for SBG and FacePods at the boarding gates are provided by County.
2. Required civil work and millwork to install power and data cables to SBG and Facepods

will be done by County.
3. Data cabling (CAT6)from SBG and Facepod to Common Use Gate podium will be

provided by County.
4. Storage and staging locations with network access to Common Use Network and Power

to be provided by County.
5. Internet connectivity – bandwidth requirements will vary, depending on the number of

possible concurrent flights; Contractor is recommending 100Mbps (dual) ISP
circuits/bandwidth at this time. The bandwidth requirements may initially be lower, based
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upon a phased rollout of biometric devices and volume of concurrent flights. Internet 
connection to be provided by County 

6. CBP requirements agreement signoff between County and CBP; County will fill out the 
CBP requirements document in collaboration with Contractor and submit CBP signoff to 
use CBP TVS. 

7. Airlines choosing the 1‐step (Biometric Mode) boarding process must modify their 
boarding application and DCS to accept the UID in lieu of the traditional IATA Res 792 
boarding pass barcode data. All airlines in the airport (other than AA) using the Common 
Use system, the mode of operations (biometric mode, hybrid mode, or standard BGR 
mode) lies solely between the airline and their boarding application and / or DCS provider. 

8. To the extent that AA will use the Solution, AA is to timely provide all required resources 
to support integration of AA’s DCS into the Solution as AA is the only carrier using a 
proprietary gate for boarding. AA will also be required modifications in their boarding 
application to work with the Solution.  Contractor will not be held responsible for any delay 
due to the actions or inactions of AA in providing its resources to develop and test its 
applications during implementation of the Solution. 

9. The Access layer of the Local Area Network will be owned and administered by County 
(this is assumed to be already implemented and no further changes by the Contractor are 
anticipated). 

a) The interface between the Contractor ES Firewalls and the County’s network will 
be via four 10Gbps Single‐ mode fibers. 

b) Two 10Gbps fibers per ES Firewall in a 20Gbps Etherchannel. 
10.  The County access layer is pending the addition of several new VLANs for the new Smart 

Path clients. Full details to be determined and agreed by both parties. 
11. The Contractor Product Server and Client VLANs will use SITA provided 57.x.x.x IP 

addressing. 
12. County will permit remote access to Contractor’s Servers and Clients via Contractor’s 

APCN WAN for remote support. 
13. County to make adjustment for shades to prevent sun glare. 
14. CBP signage to be provided by County 

SECTION 8. PROJECT DELIVERY FRAMEWORK 

Following standard project management practices, Contractor will divide the project lifecycle into 
stages for its implementation approach. Each of the project stages will be delivered through the 
effective application of five process groups: Initiating, Planning, Executing, Monitoring & Controlling 
and Closing.  

The Contractor will work with the County representative to define a clear project path mapped out 
from start to finish to meet the goals of this project. 

The Contractor will participate in all coordination/project status review meetings including but not 
limited to: 

1. Coordinate with the airport to determine specific requirements to design, build and operate 
Contractor system successfully; 

2. Coordinate with the County and its contractors to prepare gate environments for Biometric 
Gate and FacePod Installation; 

3. Coordinate with the CUPPS contractor airport team for building, testing, commissioning, 
migration, and training; 

4. Coordinate with the airlines and airport to determine specific requirements to integrate 
airlines and operate each airline system successfully using biometric gates in different 
modes outlined in Section 2.B. 61



 
A. Delivery.  Contractor will deliver the Solution within the associated timeframes in the following 

phases: 

Phase 1: Initiating 

The Contractor will commence the project with a Project Kick‐Off Meeting involving all 
stakeholders. The Contractor project manager will clearly detail all major project milestones and 
finalize the project plan dates associated within the Work Breakdown Structure (WBS) in 
preparation for submission to the County for review and approval. 

Phase 2: Planning & Procurement 

During the planning and procurement phase, the Contractor will develop the initial project 
documentation (project management plan, project schedule, bill of materials, risk register, 
responsibility matrix, communication plan, airport badging needs, etc.) and submit to the County 
for review and approval. Upon the County ’s approval of the Bill of Materials, the Contractor project 
manager will procure the necessary server hardware expansion devices and server software, 
biometric e‐gates, and biometric FacePods. The County will approve color and branding 
specifications for the FacePods and SBG before Contractor places the order. Contractor is not 
responsible for delay in delivery if such is a result of County’s failure to timely approve color and 
branding.  Special attention will be placed on items with long lead time to ensure all equipment is 
received on time to meet the requirements of the project schedule. 

Phase 3: Executing 

During the executing phase, the delivery process, many activities are taking place within the 
Contractor, at the airport, and in collaboration with third parties required to support delivery of the 
project. 

Site Survey-Airline Readiness 

The Contractor, along with the County, will perform a site survey at respective gate locations 
to provide consultation to the County to define best locations for the SBG and FacePod 
installation. Environmental factors, such as lighting and passenger flow management, are two 
key factors in determining the best location for biometric boarding equipment installation. 
Collaboration with County’s architect, electrician, and/or civil work contractor will also play key 
role for equipment placement, considering the weight and dimensions of e‐gates, as well as 
consideration of power, network, and other facilities dependencies. 

During this phase, the Contractor will also work with each airline to begin preparing each 
airline to be ready for the introduction of the biometric boarding implementation. In 
coordination with County, the Contractor will assess airline readiness, determine prioritization 
for implementation based on the agreed roll‐out schedule, and will schedule webinars or 
working sessions with each airline to provide a project overview, discuss requirements to 
ensure airline DCS readiness, and agree any specific training requirements. 

System Build & Installation 

The Contractor will implement the solution using a phased approach. At a high level, the 
phases include installation of the core infrastructure on virtual servers, including Smart Path 
Hub, and establishing network connectivity. This will be followed by installation of the device 
hardware and software to enable capture functionality and connectivity to the CBP TVS and 
Airline DCS. Following completion of the system build, Integration System Acceptance Test 
(SAT) and User Acceptance test (UAT) will be performed. Once airline test environments are 62



available to begin integration testing, the Contractor will invite airlines to begin the onboarding 
process: to test the system and begin production implementation. 

Core Servers and Local Area Network Installation 

The entire VMware high‐availability platform will undergo Quality Control and unit testing.. 
Head end Virtual Servers will be housed in existing HW infrastructure to be built for 
Contractor’s common use system. 

The QC and Unit Test will be performed again in the presence of County’s Project Manager 
and associated stakeholders for signoff prior to integration into the County LAN infrastructure. 
The Contractor project team will coordinate with the County’s networking team and CBP to 
bring online the CBP TVS WAN connection required. 

Core Systems and Interface Configuration 

The Contractor will integrate into the County’s campus MPLS and activate CBP TVS per the 
proposed design of the head‐end core server infrastructure along with associated application 
servers and associated network infrastructure that will be used to run the Smart Path and 
PaxControl system for the County. The approved head‐end systems and network connectivity 
will be implemented, tested, and commissioned for use in pre‐production testing and 
commissioning. 

SBG & FacePod Installation 

End‐point devices (FacePods or SBGs) will be installed in a phased approach by installing a 
single gate biometric device first as part of Compatibility Testing. This first device will be tested 
for Common Use compatibility with the airline carriers. The Contractor will coordinate with 
CBP to create a gallery for a test flight for each carrier, allowing us to test both one‐step, 
biometric and BGR (two‐step, scanned boarding pass) boarding. Upon successful 
Compatibility Testing, the Contractor project team will install the remaining gates following an 
agreed rollout plan. 

Gate installation will be coordinated closely with a variety of stakeholders including the 
County, as the Contractor has learned through our participation in the other implementations. 
The devices must be positioned in such a way as they do not block emergency egress from 
the jet bridge and provide a clear path around the gates for strollers, wheelchairs and opt‐out 
passengers. As mentioned previously, lighting, and other environmental factors can also 
affect positioning of cameras which is also taken into consideration during the installation of 
equipment. The County will make the ultimate final decision and approve the SBG location 
and placement before they SBG’s are physically installed. 

Interfaces: CBP  

The Contractor will test existing interfaces for biometric boarding during Compatibility Testing 
and coordinate any additional new interfaces with the airlines as needed. 

The Contractor will test the established interface between the Contractor’s biometric self-
boarding FacePods and CBP once connectivity is configured between the FacePods and 
CPB. Compatibility Testing for each carrier at a single gate will provide the full end to end 
testing of all interfaces. 

Interfaces: American Airlines (AA)  
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The Contractor will work with AA to ensure the Solution offers the same capabilities as at their 
proprietary gate. The Contractor will engage AA during the early phase of the project for AA 
to assign required resources to support the Contractor in order to integrate AA DCS into the 
Solution. AA also make required modification in their boarding application to work with 
Solution.  

For American Airlines (“AA”) specifically: When integrated with AA’s proprietary system at 
their dedicated gates, the Solution sends the UID via AA’s web services communications 
channel. The bill of materials for this implementation is included in this contract as described 
in Section 12. 

Project completion has dependency on AA integration, any delay by AA will be added in 
project schedule if final completion day impacted due to delay by AA.   

 
B. Testing 

The Contractor will perform full integrated system testing during the execution phase at various 
stages of the project to ensure all components of the system are working as designed and all 
required functionalities has been delivered. This will be done by conducting Unit Testing in the 
Contractor’s labs; compatibility testing after the core systems have been built and configured; 
followed by System Acceptance Testing (SAT) after all gates have been installed to demonstrate 
the full functionality of the biometric FacePod gates. 

Unit Testing 

The Contractor project team will procure the required biometric FacePods and SBG immediately 
after project kick-off to be delivered to an agreed storage location at the airport. Unit testing of 
this system will mitigate risk of defects in manufacturing or introduced during shipping; the core 
systems are solid; failover and recovery is within SLAs and the biometric devices communicate 
accordingly with the core Smart Path and PaxControl suite of applications. Upon successful 
testing, the system will be ready for production. 

System Integration Testing 

The Contractor will complete the build and configuration of the fully integrated SBG and FacePod 
with the CUTE/CUPPS System and airline application and then proceed to testing. Full system 
integration testing will be performed to ensure all components of the system are working as 
designed and all required functionalities has been delivered. 

Note: Regarding End‐user Equipment, airline, or gate locations‐concourse in scope of different 
phases may change dynamically over the course of the project depending on demand by County 
or the airlines. The Contractor will prepare the FacePods in staging location before deployment 
at the gates. All FacePods will be staged, imaged, and configured to streamline the installation. 
The serial numbers of all equipment will be recorded, and everything will be asset tagged. All 
components will be bench tested and ensure the rollout will be successful with no impact to airline 
operations. End User Equipment installation will consist of 4 phases. The scope of all phases will 
be decided with the County depending on gate location and the airline readiness schedule. 

System Acceptance Testing (SAT) 

SBG and FacePods will be delivered, installed, and configured at the assigned gates. Once all 
gates are installed, the Contractor project team will execute System Acceptance Testing, per the 
test plan in the Project Management Plan. SAT confirms the full functionality and performance of 
the system for the County. System Acceptance Testing will cover General system functionality, 
System response times, Failover / Redundancy, Backup / Restore, Remote access / monitoring, 
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Overall functionality of the SBG, System response times, Passenger experiences, and 
Addressing irregular operating conditions. The SAT will demonstrate the full redundancy of the 
Contractor platform as well as the complete backup and restore procedures for every component 
of the platform. This is a key Quality Management step to ensure the system build is correct. 

For the scope of the project, the Contractor assumes system tests will be done initially with the 
existing FacePods and Self‐ Boarding Gates. Additionally, System Acceptance Testing will cover: 

1. General system functionality 

2. System response times 

3. Failover / Redundancy 

4. Backup / Restore 

5. Remote access / monitoring 

6. Operating system patching/updating 

7. Antivirus 

User Acceptance Testing 

Upon successful completion the SAT, the Contractor will proceed with conducting User 
Acceptance Testing (UAT) with each of the airlines. UAT will ensure that all airline applications 
are installed and working properly, per each airline’s requirements. UAT will be done with the 
airlines operating at the airport. 

User Acceptance Testing will cover: 

1. Airline Testing of FacePod and Biometric Self‐Boarding Gates with one step and two‐step 
process (or standard BGR) depending on the airline application and host readiness to 
support either mode 

a. FacePod and SBG offline test as a BGR in the Contractor common use system and 
Airline Proprietary system 

b. System Response Time 

The Contractor will begin UAT with all or a subset of the airlines that have participated in the 
previous trial. This enables these airlines to immediately resume the use of existing Biometric 
Self‐Boarding Gates and FacePods on the new production system after successful UAT and 
any residual training. The SBG will be retrofitted with the new single‐screen design and a 
boarding gate scanner within the eGate (instead of on the FacePod). 

UAT with remaining airlines will be done using phased approach. Initial test and activation will 
be with a single, predefined airline and gate. Upon completion, additional gates will be 
installed, and a new group of airlines will be activated, tested, and commissioned. The 
Contractor and County will define an agreed approach and prioritization schedule for 
onboarding airlines, as well as installing equipment of each type at designated gates. 

Endurance Testing 

The system will then enter a period of Endurance Testing (ET) to demonstrate that the fully 
integrated and operational system will continue to function properly for an extended period of 
time following the cutover. Endurance Testing will cover: 

1. General system steady‐state functionality 
2. Operating system updates 65



3. Antivirus updates 
4. Implementation of system work orders 
5. Remote monitoring 

The system will then closely be monitored by the Contractor during the initial start‐up period 
to ensure that the fully integrated and operational system continues to function properly for an 
extended period of time following cutover. 

All testing by the Contractor will confirm that the performance requirements for passenger 
processing speed, uptime, redundancy, failover, and system response times are all in line 
with contract requirements and that the Contractor will be able to meet or exceed the SLA. 

C. Implementation Launch 

The Contractor will implement a phased approach to the roll‐out of the Solution. The phased approach 
will help accelerate timely adoption by the airlines. 

This plan will be agreed with County before starting installation, County may request 
Contractor to change the plan if needed to align with the infrastructure or airline readiness. 

. 

Phase 4: Closing 

Handover to Operations: At the start of the project, a transition manager from the 
Contractor’s global support will be assigned to the project. The Project Manager will work very 
closely with the transition manager to provide all the necessary site, technical, and contractual 
information, ensuring the systems are properly documented for a seamless transition to Level 
1‐3 support. 

At the successful conclusion of System Acceptance Testing and training, the responsibility of 
the site is transferred to the local Contractor global services team to perform the warranty 
support as required by contract SLA’s and specifications. 

A project review and lessons learned session will be conducted by the Contractor and the 
County before closing the project. 

Phase 5: Post Implementation 

Production implementation support will begin when the first airline begins using the system to 
board passenger as part of the airline activation process. After an agreed transition period, 
the Contractor operations will be responsible for managing the Smart Path system and will be 
ready to support airline agents. As per existing processes, the Contractor’s operations will 
patch and update the servers and clients with pre‐tested Operating System, and Symantec 
Antivirus updates. Any issue observed by the Contractor operations will be reported for 
resolution by email or by phone to the Contractor Help Desk. The Contractor and the County 
will regularly review system performance and the Contractor will make required adjustments. 

Communications Plan 

Communication Hierarchy 

At the beginning of the project, all parties will agree single point of contact (SPOC) to manage 
communications and coordination of activities among stakeholders. Within the Contractor, this 
is role belongs to the project manager. All communications intended for the Contractor’s 
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American Airlines Software Development & 
Integration 

60 Days Week 5‐24 

Trial Airline (LH,VS,AF,UA) Test 5 Days Week 14 
Technician Training 3 Days Week 13 
Final Acceptance Phase 1 with LH, AF, VS 5 Days Week 17 
Airlines Test Phase 2&Phase 3 30 Days Week 25 
Installation of Power and Data at gate 
locations (by County) 

20 Days Week 20 

SBG & Facepods Installation 
Phase 2 

18 Days Week 30 

Airline Training 5 Days Week 14 to Week 30 
 Final Acceptance Phase 2 10 Days Week 32 
SBG & Facepods Installation 
Phase 3 

15 Days Week 34 

Final Acceptance Phase 3 10 Days Week 36 
Installation of all remaining Facepods in 
Phase 4 

15 Days Week 38 

Airline Training 5 Days Week 31 
 Final Acceptance AA and all gates 10 Days Week 39 
Final  Acceptance Testing (for 
all airlines and gates) 

5 Days Week 39 

 Go‐Live 5 Days Week 39 
Handover to Local SITA Global 
Services Team 

5 Days Week 17-39 

Project Completion 1 day Week 40 
 
The Appendix C – Milestone Acceptance Form shall be completed and submitted for each above 
Milestone documenting that the project deliverable has been delivered, reviewed and formally accepted by 
the County and the Contractor.   

SECTION 11. TRAINING 

The Contractor shall provide initial agent training. Additionally, the Contractor will provide on‐site 
training where Contractor staff will observe the airline agent’s interaction with passengers and offer 
suggestions to optimize the overall process and passenger flow, including both agent instruction, 
signage, and re‐arrangement of the physical assets. Basic troubleshooting tips will be provided by 
the Contractor, real‐time, allowing the agents to learn their new system and become more familiar 
with the change in passenger flow and equipment. 

The Contractor’s Airports Training and Information Management team will provide training and 
documentation for all products in the Contractor airports portfolio. Training will be provided by 
members of the Contractor’s project team and dedicated Contractor’s expert trainers. Copies of 
detailed training manuals will be provided to all attendees. 

The team of instructional designers will work closely with the subject matter experts and product 
managers to design and develop training using the ADDIE instructional design methodology. Working 
in a close partnership with the product teams the instructional designers identify the training needs 
for the various user groups for each product determine the best training solution to meet those needs. 

Training Resources 

The Contractor will provide the following training resources for all instructor led training: 
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 2 x Standard stainless steel casework 
construction and tempered clear glass 
side walls; no custom branding 

  
Biometric Self Service Boarding Gate – Triple-
Lane, includes: 

 3 x Biometric camera head, consisting of: 
10” touchscreen display with integrated 
camera, LED indicator lights on sides and 
top 

 3 x Internal i7 PC 
 3 x 900 mm width walking lane 
 3 x Fail lock mechanism 
 3 x Deboard/Emergency Latching Push 

Button 
 3 x Passenger IR Trigger Beam 
 6 x Clear glass moving door panels 
 3 x Standard blue entry barrier retractable 

belt with housing 
 3 x Barcode scanner 
 3 x Thermal receipt printer 
 3 x Mounting base plate 
 3 x Standard stainless steel casework 

construction and tempered clear glass 
side walls; no custom branding 

  

2 0 2 

Gunnebo Spares Kit 0 LOT LOT 
Spare Biometric camera head for eGates 0 5 5 
Shipping to MIA Airport LOT 0 LOT 
Smart Path Hub infrastructure: 

 Contractor will use the existing servers 
which were procured and deployed as 
part of the Common Use Terminal 
Equipment and Common Use Passenger 
Processing Systems Support and 
Maintenance Services (Contract No. L-
10047) to build the Smart Path 
environment. 

LOT 0 LOT 

Network Device – Fortigate 60F Firewall 2 0 2 

Refer to Exhibit 1 – MIA Gate List for equipment and deployment details. 

SECTION 13. CONSIDERATIONS AND ASSUMPTIONS AGREED BY COUNTY AND 
CONTRACTOR 

a) County will make available any and all equipment, software, and labor/staff which are 
provisioned for in the CUTE/CUPPS Contract (Contract No. L-10047) through the term of this 
contract, regardless of the status of the Common Use Contract. 

b) Contractor is not responsible for any deinstallation or removal of any existing equipment, or 
costs thereof, in order to implement the equipment in Section 12  The Contractor is also not 
responsible for any future deinstallation or removal, or any costs thereof, of the equipment 
implemented from Section 12 which the County requests to be moved or deinstalled at the 
end of the contract term or if either party Terminates this agreement. 

c) The County will provide the necessary internet connectivity required to send information to 
and from the Smart Path system implemented at MIA and the CBP TVS.  Bandwidth 
requirements will be agreed by both parties and may change from time to time as there is 
more concurrent usage. 73



d) Network, power, cabling, and conduct (including any coring or drilling of the floor) for SBG and 
FacePods at the boarding gates are provided by County. 

e) Contractor assumes County will initiate infrastructure preparation to include cabling, millwork, 
etc. in advance to enable Contractor to begin timely installation upon delivery of the hardware, 
i.e. SBG and Facepods. 

f) Required civil work and millwork to install power and data cables to SBG and Facepods will 
be done by the County. 

g) Data cabling (CAT6) from SBG and Facepod to Common Use Gate podium will be provided 
by the County. 

h) Storage and staging locations with network access to Common Use Network and Power to 
be provided by the County. 

i) County accepts responsibilities as described in the CBP Business Requirements Document 
for CBP Biometric Exit Program which are necessary prior to testing and go-live; Contractor 
will be responsible for responsibilities notated as the systems integrator.  

j) Any failure caused by malfunction of an interfaced system or associated third party network 
communications (such as the CBP TVS service and internet connectivity required for the 
Solution) are excluded from the Service Levels. However, all such problems shall be assigned 
for “Ownership” until the problem is resolved 

k) Contractor’s implementation, SLA and other service commitments are based upon the 
assumption that Contractor will remain as the CUTE/CUPPS provider throughout the term of 
this Agreement; Should County select a new CUTE/CUPPS provider, and solely to the extent 
that change results in Contractor incurring demonstrable additional direct costs, Contractor 
reserves the right to consider such as a change order subject to additional fees and/or labor 
costs which may be required to fulfill the SLA and provide the Solution to the County.   

l) Work and service provided by Contractor regarding integration and service of AA proprietary  
gates into the CBP Biometric Exit Program assumes that the same level of support will be 
required as that of the Common Use biometric gates; Should additional support be required 
or should AA’s proprietary gates result in a material increase in service calls/support calls in 
the AA dedicated Concourse D where Contractor does not currently provide operations and 
maintenance, Contractor reserves the right to seek additional compensation through the 
change request process.   

m) Implementation Framework, Delivery and Proposed Milestones assumes the readiness and 
willingness of airlines to actively and timely participate in the CBP Biometric Exit Program; 
Contractor is not responsible for delays should an airline be unwilling or unable to participate 
or fail to provide timely responses/participation and further, such will not prevent or otherwise 
delay any payment otherwise due to Contractor if Contractor has completed activities for 
which it is responsible.   

n) Proposed Milestones with Completion schedule is based on the current supply chain, any 
change in supply chain will impact the implementation schedule and Contractor will notify 
County as soon as this impact is foreseen.  The parties agree that supply chain impacts may 
occur, and a re-baseline of the Proposed Milestones with Completion Week (in Section 14) 
may be adjusted and will be mutually agreed. 

o) County will provide CBP signage, SITA will provide floor decal signage. County may choose 
to create County’s own decal. 

p) County will make required adjustments for shades on windows to prevent sun glare.    

SECTION 14. ADDITIONAL ALTERNATIVES 

The Solution’s modular approach shall provide the County with the capability to add additional devices 
and/or touchpoints in a phased approach as the airport deems appropriate for its specific goals, 
programs, and implementation requirements.  

 The County may elect to make additional biometric‐enabled services available to passengers at its 
discretion.  Contractor may provide such additional hardware, software, professional services, and 
support as may be needed pursuant to the Additional Services section.  74



 Additional Services may include but not be limited to:  

A. Smart Path Enrollment Model for Domestic Travel 

The Smart Path system offers the future capability of a local enrollment/verification option where the 
passenger can use their driver’s license or passport (with RFID chip) for photo ID verification, and 
upon a successful match, the passenger’s face and boarding pass data are stored on the local Smart 
Path Hub. Enrollment, or data collection, is performed either at a CUSS check‐in kiosk, an agent‐
assisted CUTE/CUPPS workstation, or any mobile app that incorporates Smart Path Mobile SDK. 
Local enrollment is not included in the base scope.  Smart Path Mobile SDK is also excluded from 
the base scope and would require the County to setup and configure their mobile application along 
with additional setup and transaction fees from the Contractor to manage and process the tokens 
created by the passengers. 

Upon completion of the check‐in process, the Smart Path enrollment software application works to 
prompt the passenger to scan any missing documentation and then requests the passenger’s facial 
image.  

At the various biometric verification touch points, a successful facial match shall result in the 
passenger’s boarding pass being sent to the airline’s application. Because the boarding pass is 
universally accepted by all airlines and/or their DCSs, the SITA Smart Path with local enrollment & 
verification shall offer a backward compatible biometric solution for all airlines without requiring any 
modifications to their applications and/or DCSs, as is the case for 1‐step processing using CBP TVS’s 
UID data format. 

The County shall be responsible for providing Contractor with any and all disclosures required by law 
to enable biometric enrollment services.  Contractor to provide relevant specifications and details for 
County’s review and approval.   

B. Biometric Self-Bag Drop Solution  

The Contractor’s self-bag drop solution may include: 1) a facial capture/biometric verification 
application that is integrated with the CUSS system, 2) bag-drop application that can be used by any 
airline, the Airport’s BHS (baggage handling system), and CBP’s TVS. When the application receives 
a match from TVS, the verification application automatically sends the UID to the Contractor’s bag-
drop application, which is then sent to the appropriate airline’s DCS to retrieve the passenger’s flight 
information and bag allowance. 

C. Smart Path Mobile and Digital Travel Credentials  

  

Contractor can work with the County and its Mobile App to extend the airport’s biometric 
implementation by enabling travelers to control and manage their digital identity and enrollment as a 
pre‐travel process in line with IATA’s One Identity and self‐sovereign identity principles. 

  

D. Support Upgrades Solution Roadmap  

Contractors notes that it anticipates the following functionality is anticipated through the Contractor’s 
existing roadmap: 

 Cloud‐hosted offering for CBP Biometric Exit Program only implementations 75



 Support of non‐ICAO/non‐RFID documents (e.g., Drivers licenses) 
 Technical improvements to the capture process to reflect new cameras and devices, 

advances in technology such as presentation attack detection, etc. 
 Further support for cloud services 
 Emerging IATA standards for common use biometrics 
 ICAO/IATA one ID 
 Ongoing application upgrades reflecting market priorities with input from airports, airline, and 

governments 
 Integration with Automated Border Control processes 
 Cloud‐hosted offering for Smart Path enrollment‐based solutions 
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APPENDIX C –MILESTONE ACCEPTANCE FORM 

In compliance with the requirements detailed in this contract (including any modifications or 
amendments), the following project deliverable has been delivered, reviewed and formally accepted by 
Miami-Dade County and SITA Information Networking Computing USA Inc.   

As completed and submitted for each milestone stated in Appendix A – Scope of Services, this 
document constitutes full acknowledgement of the County's acceptance and delivery of the 
deliverable detailed in each milestone.  It is understood that any future changes to any deliverable, after 
acceptance is given, will require a formal change request be submitted. 

MILESTONE: 

Deliverable Date: 

Accepted Unconditionally:  (Circle)  Yes  No 

Accepted Conditionally:  (Circle)  Yes  No 

Not Accepted Reason(s): 

General Comment(s): 

Delivered By Name: 

Signature: 

Date: 

Accepted By Name: 

Signature: 

Date: 
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