This Notice describes how Miami-Dade County’s (the “County’s”) medical and flexible spending account benefits programs, collectively referred to as the “Plans,” may use and disclose Protected Health Information (“PHI” or “health information”). Protected Health Information is individually identifiable information about you, your past, present or future health or condition, health care services provided to you, or the payment for health services, whether that information is written, electronic or oral. This notice also describes your rights under federal law relating to that information. It does not address medical information relating to disability, workers’ compensation or life insurance programs, or any other health information not created or received by the Plans.

How The Plans May Use or Disclose Your Health Information

For Treatment. While the Plans generally do not use or disclose your PHI for treatment, the Plans are permitted to do so if necessary. For example, the Plans may disclose PHI if your doctor asks for preauthorization for a medical procedure, the Plan may provide PHI about you to the company that provides preauthorization services to the Plan.

For Payment. The Plans may use and disclose your health information for payment of claims. Such purposes include, but are not limited to, eligibility, claims management, pre-certification or pre-authorization, medical review, utilization review, adjustment of payments, billing, and subrogation. For example, a detailed bill or an “Explanation of Benefits” may be sent to you or the primary insured or “subscriber” by a third-party payer that may typically include information that identifies you, your diagnosis, and the procedures you received.

For Health Care Operations. The Plans may use and disclose health information about you regarding day-to-day Plan operations. Such purposes include, but are not limited to, business management and administration, business planning and development, cost management, customer service, enrollment, premium rating, care management, case management, audit functions, fraud and abuse detection, performance evaluation, professional credentialing, formulary development, and quality assurance or other quality initiatives. For example, the Plans may use or disclose information about your claims history for referral for workers compensation or other similar programs established by law.

Prohibition on Use or Disclosure of Genetic Information. The Plan is prohibited from using or disclosing your genetic information for underwriting purposes.

No Other Uses. Other uses and disclosures will be made only with your prior written authorization. You may revoke this authorization in writing except to the extent a disclosure has already been made in reliance on such authorization.

Your Legal Rights

The federal privacy regulations give you the right to make certain requests regarding health information about you.

Right to Request Restrictions. You have the right to request that the Plan restrict its uses and disclosures of PHI in relation to treatment, payment, and health care operations. Any such request must be made in writing and must state the specific restriction requested and to whom that restriction would apply. The Plan is not required to agree to a restriction that you request. We are not required to agree to a requested restriction or limitation, unless your request is made to restrict disclosure to an insurance carrier for purposes of carrying out payment or health care operations (and is not for purposes of carrying out treatment), and the protected health information pertains solely to a health care item or service for which you have paid the healthcare provider out of pocket in full. If we do agree to a restriction or limitation, we must abide by it unless you revoke it in writing.

Right to Request Confidential Communications. You have the right to request that communications involving your PHI be provided to you at a certain location or in a certain way. Any such request must be made in writing. The Plans will accommodate any reasonable request if the normal method of communication would place you in danger.

Right To Access Your Protected Health Information. You have the right to inspect and copy your PHI maintained in a “designated record set” by the Plan. The designated record set consists of records used in making payment, claims adjudication, medical management and other decisions. The Plan may ask that such requests be made in writing and may charge reasonable fees for producing and mailing the copies. The Plan may deny such requests in certain cases.

Right to Request Amendment. You have the right to request that your PHI created by the Plan and maintained in a designated record set be amended, if that information is in error. Any such request must be made in writing and must include the reason for the request. If the Plan denies your request for amendment, you may file a written statement of disagreement. The Plan has the right to issue a rebuttal to your statement, in which case, a copy will be provided to you.

Right to Receive An Accounting of Disclosures. You have the right to receive an accounting of all disclosures of your PHI that the Plan has made, if any. This accounting will not include disclosures for payment, health care operations or certain other purposes, or disclosures to you or your authorization, to friends or family in your presence or due to an emergency, for national security purposes, or incidental to an otherwise permissible use or disclosure. Any such request must be made in writing and must include a time period, not to exceed six (6) years. The Plan is only required to provide an accounting of disclosures made on or after April 14, 2003. If you request an accounting more than once in a 12-month period, the Plan may charge you a reasonable fee. Your request should indicate in what form you want the accounting (for example, paper or electronic).

Right to be Notified of a Breach. You have the right to be notified in the event that the Plan (or a Business Associate) discovers a breach of your unsecured protected health information. Business Associates include the Business Associates themselves and their subcontractors. All requests listed above should be submitted in writing to the County’s Chief Privacy Officer (see Contact Information below).

The Plans’ Obligations

The federal privacy regulations require us to keep personal information about you, to give you notice of our legal duties and privacy practices, and to follow the terms of the notice currently in effect.

This Notice is Subject To Change

We may change the terms of this Notice and our privacy policies at any time. If we do, the new terms and policies will be effective for all of the information that we already have about you, as well as any information that we may receive or hold in the future. Revised Notices will be made available to you in writing as required.

Complaints

You have a right to file a complaint if you believe your privacy rights have been violated. You may file a complaint by writing to the County’s Chief Privacy Officer. You also have a right to receive a copy of our HIPAA Notice of Privacy Practices, reviewed and updated as necessary.

For any questions or complaints, please contact:

Chief Privacy Officer, Human Resources Department
Stephen P. Clark Center, 111 NW 1st Street, 21st Floor, Miami, FL 33128
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